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1. INTRODUCTION of the most significant obstacles to national
Nigeria's struggle with public sector development. Despite possessing Africa's largest
corruption and financial malfeasance represents one economy and substantial natural resource wealth, the
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country consistently ranks poorly on global
transparency indices, with Transparency
International's 2022 Corruption Perceptions Index
placing Nigeria 150th out of 180 countries
(Transparency International, 2023). The financial
cost is staggering: the Nigerian Economic Summit
Group estimates that corruption and inefficient
public spending drain approximately 25% of the
annual budget, translating to billions of dollars in lost
development resources annually (NESG, 2022).

In response to these systemic challenges,
successive administrations have pursued
digitalization as a central anti-corruption strategy.
Landmark initiatives, including the Treasury Single
Account (TSA), Government Integrated Financial
Management Information System (GIFMIS), and
Integrated Payroll and Personnel Information System
(IPPIS), have collectively aimed to reduce manual
processes, enhance transparency, and minimize
opportunities for graft (Okonjo-Iweala, 2018). While
these systems have achieved some operational
efficiencies, particularly in improving cash
management and reducing ghost workers, their
overall impact on creating a fraud-resilient public
finance ecosystem has been limited. Recent scandals
involving the compromise of these very systems, such
as the 2020 discovery of irregularities within IPPIS
despite its digital framework, reveal a critical
vulnerability: the implementation of technology
without corresponding governance structures
(Adeolu, 2021).

The fundamental thesis of this paper is that
Nigeria's public finance sector must transition from a
narrow focus on digitalization, the conversion of
analog processes to digital formats, to the
implementation of a comprehensive Integrated ICT
Governance Framework. Digitalization provides tools,
but governance provides the strategic direction,
controls, and organizational capabilities necessary to
ensure these tools achieve their intended purpose. An
effective governance framework transforms ICT from
a supportive utility into a strategic asset for financial
integrity, creating systems that are not only digitized
but also intelligent, interconnected, and resilient.

This research addresses three primary
questions: (1) What are the limitations of Nigeria's
current digitalization-focused approach to public
financial management? (2) What core components
must constitute an Integrated ICT Governance
Framework tailored to Nigeria's specific institutional
context? (3) How can such a framework
systematically enhance fraud resilience while
supporting broader public financial management
objectives? Through qualitative analysis of policy
documents, audit reports, and comparative
governance frameworks, this paper develops a

prescriptive model that bridges the gap between
technological capability and institutional
effectiveness.

The significance of this research lies in its
potential to inform both policy and practice. For
policymakers, it provides a structured approach to
transforming ICT investments from cost centers to
value creators in the fight against corruption. For
implementing agencies, it offers a practical roadmap
for building the organizational capabilities necessary
to sustain technological innovation. Ultimately, this
paper contributes to the growing discourse on digital
governance in  developing economies by
demonstrating that technological solutions require
equally sophisticated governance architectures to
achieve transformative outcomes.

2. LITERATURE REVIEW
2.1 The Digitalization-Governance Nexus in
Public Financial Management

The relationship between information
technology and public sector reform has been
extensively examined in academic literature. Heeks'
(2008) foundational work on "e-government success
and failure" introduced the critical concept of the
"design-actuality gap,” wherein imported
technological solutions fail due to mismatches with
local institutional realities. This framework helps
explain why Nigeria's digitalization initiatives, while
technologically sound in conception, have struggled
to achieve their full anti-corruption potential. They
were implemented without adequate consideration
of governance capacities, cultural resistance, and
institutional incentives.

Bhatnagar (2018) further distinguishes
between "first-generation" e-government projects
focused on automation and "second-generation"
initiatives ~ that  leverage  technology  for
transformational governance outcomes. Nigeria's
public finance systems largely remain in the first
generation, automating existing processes without
fundamentally redesigning them to enhance
transparency and accountability. This aligns with
Fountain's (2001) technology enactment theory,
which posits that organizational structures and
institutional arrangements mediate technological
impacts. Without parallel governance reforms,
technology merely reinforces existing power
dynamics and inefficiencies.

2.2 ICT Governance Frameworks: Theoretical
Foundations

ICT governance refers to the leadership,
organizational structures, and processes that ensure
an organization's ICT sustains and extends its
strategies and objectives (Weill & Ross, 2004). Three

© 2026: Global Academic Journal’s Research Consortium (GAJRC)

19



Temitayo Oluwaseun Jejeniwa & Latifat Adetoro, Glob Acad ] Econ Buss; Vol-8, Iss-1 (Nov-Dec 2026): 18-27

frameworks provide particularly relevant
foundations for public sector application:

COBIT (Control Objectives for Information
and Related Technologies), developed by ISACA,
provides a comprehensive framework for the
governance and management of enterprise IT. Its
core principles, meeting stakeholder needs, covering
the enterprise end-to-end, applying a single
integrated framework, and enabling a holistic
approach, offer a robust foundation for public
financial management (ISACA, 2018). COBIT's
emphasis on aligning IT with business objectives
directly addresses the current disconnect between
Nigeria's financial systems and their governance
objectives.

ITIL (Information Technology Infrastructure
Library) offers detailed practices for IT service
management (ITSM), focusing on aligning IT services
with business needs through a service lifecycle
approach (Axelos, 2020). Its processes for incident,
problem, change, and configuration management are
essential for maintaining the reliability and security
of critical financial systems that operate in real-time
environments.

ISO/IEC 27001 specifies requirements for
establishing, implementing, maintaining, and
continually improving an Information Security
Management  System  (ISMS) (International
Organization for Standardization [ISO], 2022). Given
the sensitivity of financial data and the sophisticated
nature of cyber threats targeting public resources,
this standard provides essential controls for ensuring
data confidentiality, integrity, and availability.

While these frameworks are well-
established in corporate environments,
their integrated application in Nigeria's public
finance context remains underexplored in academic
literature.

2.3 Fraud Resilience in Digital Environments

Traditional approaches to fraud prevention
in the public sector have relied heavily on ex-post
audits and manual controls. However, as financial
systems become increasingly digital, the nature of
fraud evolves correspondingly. Levi et al, (2020)
identify that digital environments enable new forms
of "cyber-enabled fraud" that exploit system
vulnerabilities, weak access controls, and data
integrity gaps. This creates what Power (2013) terms
the "risk gap," where audit and control systems lag
behind technological and methodological
innovations in fraud.

Emerging research highlights the potential
of advanced technologies, particularly Artificial

Intelligence (AI) and data analytics, to close this gap.
Akinade and Hassan's (2023) study on Nigerian
FinTechs demonstrates the efficacy of hybrid Al
models combining graph neural networks with
anomaly detection for identifying sophisticated fraud
patterns. However, as Jans et al., (2021) emphasize,
the effectiveness of such technologies is contingent
on foundational data governance, ethical
frameworks, and organizational readiness elements
that fall squarely within the domain of ICT
governance.

2.4 The Nigerian Context: Studies and Gaps

Existing literature on Nigeria's public
financial management extensively documents
challenges, including weak institutions, enforcement
gaps, and political interference (Okaro & Okafor,
2019; Okezie & Nwadialor, 2020). Studies on specific
digital initiatives like TSA and GIFMIS highlight
technical achievements while noting persistent
governance shortcomings (Oyedokun, 2019).
However, a significant research gap exists at the
intersection of these domains: few studies propose
comprehensive governance architectures specifically
designed to leverage technology for fraud resilience
in Nigeria's unique institutional environment. This
paper aims to fill this gap by developing an integrated
framework that bridges technological capability with
governance structure.

3. METHODOLOGY

This research employs a qualitative, theory-
building approach appropriate for developing
prescriptive frameworks in complex institutional
contexts (Jaakkola, 2020). The study utilizes
documentary analysis and conceptual synthesis as
primary methodological approaches.

Research Design:

A descriptive-analytical design  was
employed, focusing on critically examining existing
approaches and synthesizing elements from multiple
frameworks to develop a novel, contextually relevant
model. This approach aligns with design science
principles in information systems research, which
emphasize the creation of artifacts, in this case, a
governance framework, to address identified
organizational problems (Hevner et al., 2004).

Data Sources: The research draws on multiple
categories of secondary sources:
1. Policy and Legal Documents: Including
Nigeria's Public Procurement Act (2007),
Fiscal Responsibility Act (2007), National
ICT Policy (2012), and audit legislation.
2. Government Reports: Annual audit reports
from the Office of the Auditor-General for the
Federation, reports from anti-corruption
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agencies (EFCC, ICPC), and implementation
reviews of digital initiatives.

3. Academic Literature: Peer-reviewed
articles on public financial management, ICT
governance, and fraud prevention, with
particular attention to developing country
contexts.

4. International Frameworks: Official
documentation of COBIT 2019, ITIL 4, and
ISO/IEC 27001 standards.

5. Case Studies: Published evaluations of ICT
governance implementations in comparable
public sector environments, particularly
from other African nations.

Analytical Approach:

Thematic analysis was conducted on
documentary sources to identify recurring challenges
in Nigeria's public financial management. Framework
analysis was then applied to extract relevant
principles and components from established ICT
governance models. Finally, these elements were
synthesized through an iterative process of
conceptual mapping, resulting in the proposed
integrated framework. The analysis explicitly
considers Nigeria's specific institutional
characteristics, including federal structure, capacity
constraints, and political economy factors.

Limitations:

As a conceptual paper, the proposed
framework awaits empirical validation through
implementation. The reliance on documentary
sources may not capture all practical implementation
challenges that would emerge in real-world
deployment. These limitations point to clear avenues
for future research, particularly action research
involving pilot implementations in select MDAs.

4. THE NIGERIAN CONTEXT:
DIGITALIZATION ACHIEVEMENTS AND
PERSISTENT GOVERNANCE GAPS

4.1 Digitalization Milestones in Public Financial
Management

Nigeria has made substantial investments in digital
financial infrastructure over the past two decades.
Key achievements include:

Treasury Single Account (TSA):

Implemented in 2015, the TSA consolidated
over 20,000 bank accounts from MDAs into a unified
structure at the Central Bank, significantly improving
cash visibility and reducing opportunities for idle
fund diversion (Okonjo-Iweala, 2018). By 2022, the
system had captured over ¥15 trillion in government
revenues.

Government Integrated Financial Management
Information System (GIFMIS):

This web-based system automates budget
preparation, execution, accounting, and reporting. It
has improved budget transparency and reduced
manual processing, but has faced challenges with
integration and user adoption across all MDAs.

Integrated Payroll and Personnel Information
System (IPPIS):

Designed to centralize payroll processing
and eliminate ghost workers, IPPIS has identified and
removed thousands of fraudulent entries since its
implementation. However, it has been compromised
through collusion between insiders and external
actors, revealing fundamental control weaknesses.

Bank Verification Number (BVN) Integration:

The linkage of BVN to payroll and pension
systems has provided a unique identifier that
complicates identity fraud, though implementation
gaps remain.

4.2 Persistent Vulnerabilities and Governance
Deficits

Despite these technological advances, significant
vulnerabilities persist:

System Silos and Interoperability Gaps:

Critical systems TSA, GIFMIS, IPPIS, and
procurement platforms operate with limited
integration, creating data fragmentation that
sophisticated fraudsters exploit through schemes
that manipulate inter-system gaps (Adeolu, 2021).

Inadequate Data Governance:

There are no unified standards for data
quality, classification, or lifecycle management across
financial systems. This undermines analytics
capabilities and creates inconsistencies that enable
fraud.

Weak Access Controls and Identity Management:

Privileged access is often poorly managed,
with insufficient segregation of duties and weak
authentication mechanisms. The 2020 Auditor-
General's report noted instances of shared
credentials and inappropriate access rights in
multiple MDAs (OAuGF, 2021).

Limited Analytical Capabilities:

Current systems primarily  support
transactional processing rather than intelligent
monitoring. They lack embedded analytics for real-
time anomaly detection or predictive risk
assessment.

Organizational and Skills Deficits:
ICT functions within MDAs are typically
understaffed and lack the strategic mandate to
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implement comprehensive governance. Financial
officers often possess limited digital literacy, while
ICT staff lack financial expertise.

Fragmented Oversight and Accountability:

Multiple oversight bodies, including the
OAuGF, EFCC, ICPC, and National Assembly
committees, operate with limited coordination and
data sharing, creating enforcement gaps.

These deficiencies collectively demonstrate
that technology implementation without
corresponding governance produces limited and
fragile outcomes. The next section addresses this gap
directly through a proposed integrated framework.

5. PROPOSED INTEGRATED  ICT
GOVERNANCE FRAMEWORK FOR FRAUD-
RESILIENT PUBLIC FINANCE

The proposed framework, illustrated in
Figure 1, establishes five interconnected pillars that
collectively transform ICT from operational tools to
strategic assets for financial integrity.

Pillar 1: Strategic Alignment & Leadership
Objective: To ensure ICT investments and
capabilities are directly aligned with fraud resilience
and public financial management objectives.

Key Components:

e Public Finance ICT Governance Council
(PF-ICTGC): A cross-governmental body
chaired by the Minister of Finance with
representation from OAuGF, anti-corruption
agencies, National Assembly, and technical
experts. This body sets strategic direction,
prioritizes investments, and resolves inter-
agency disputes.

e Enterprise Architecture for Public
Finance: A standardized blueprint defining
how financial systems should be structured,
integrated, and governed to support
transparency and accountability objectives.

e Strategic Investment Management: A
portfolio approach to ICT investments that
evaluates proposals based on their
contribution to fraud resilience, not just
operational efficiency.

Governance Mechanisms:

Quarterly  strategic review meetings,
mandatory architecture compliance reviews for new
systems, and value realization tracking for ICT
investments.

Pillar 2: Policy, Compliance & Risk Management
Objective: To establish and enforce the policies,
standards, and controls that mitigate ICT-related
risks to financial integrity.

Key Components:

e Unified ICT Policy Manual for Public
Finance: Consolidating currently
fragmented policies into a single, mandatory
framework covering data governance,
security, access management, system
development, and third-party risk.

e Integrated Risk Management
Framework: Combining financial,
operational, and ICT risk assessments to
identify vulnerabilities that could be
exploited for fraud. This includes regular
threat modeling and control testing.

e Compliance Monitoring and
Enforcement: Automated compliance
checking against policies, with escalation
mechanisms for violations.

Governance Mechanisms:

Policy exception management process,
integrated risk registers, automated compliance
dashboards, and independent policy audits.

Pillar 3: Integrated Data Architecture & Shared
Services

Objective: To break down data silos and create a
unified, high-quality data foundation for intelligent
financial management.

Key Components:

e Public Finance Data Lake:A secure,
centralized repository integrating data from
all financial systems (TSA, GIFMIS, IPPIS,
procurement) with standardized formats,
metadata, and quality controls.

e Centralized Analytics & Intelligence Unit
(CAIU): A specialized unit responsible for
developing and operating advanced
analytics, including Al models for fraud
detection, predictive risk scoring, and
anomaly detection.

e APl Ecosystem and Interoperability
Standards: Mandatory technical standards
enabling secure, real-time data exchange
between systems while maintaining privacy
and security.

Governance Mechanisms:

Data stewardship committees, data quality
metrics and monitoring, model validation protocols
for Al systems, and interoperability certification for
vendors.
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Pillar 4: Managed Services & Human Capital
Objective: To ensure reliable operation of financial
systems while building the organizational
capabilities to leverage them effectively.

Key Components:

e Financial IT Service Management (F-
ITSM): Implementation  of  ITIL-based
processes specifically tailored for financial
systems, with stringent service level

agreements for availability and
performance.
e Specialized Capacity Building

Framework: A competency model and
training curriculum for "public finance
technology professionals” combining
financial expertise with digital skills.

e Ethical Technology
Framework: Guidelines for the responsible
use of advanced technologies like Al,
addressing  bias, transparency, and
accountability in automated decision-
making.

Governance Mechanisms:

Service performance dashboards, skills
assessment and development tracking, ethics review
boards for Al applications, and cross-functional
rotation programs.

Pillar 5: Performance Measurement & Assurance
Objective: To continuously evaluate and improve the
effectiveness of ICT in achieving fraud resilience
objectives.

Key Components:

e Fraud Resilience Metrics
Framework: Moving beyond traditional IT
metrics to outcome-focused measures such
as fraud detection rates, prevention ratios,
time-to-detect, and financial loss avoided.

e Integrated Assurance Model: Coordinating
audit activities across internal audit, OAuGF,
and specialized IT auditors to provide
holistic assurance over the ICT governance
framework.

e Continuous Improvement
Process: Structured mechanisms for
learning from incidents, near-misses, and
control failures to enhance system resilience.

Governance Mechanisms:

Quarterly performance reviews against
resilience metrics, integrated audit planning, lessons-
learned repositories, and maturity assessments.

The model below illustrates the five
interconnected pillars, demonstrating their mutual
reinforcement through bidirectional relationships.
The central objective of "Fraud-Resilient Public
Finance & Enhanced Accountability” is the outcome
of their integrated function.

Integrated ICT Governance

Pillar 2:
Policy, Compliance
& Risk Management

Managed Services
— o — — " & Human Capital

Yy

Core Objective:
Fraud-Resilient Public
Finance &
Enhanced Accountability

e __ T Pillar 5:

/ e N Performance
] Measurement

Pillar 1: — *-‘-X & Assurance

Strategic Alignment =
& Leadership - — Pillar 3:
Integrated Data
Architecture
" & Shared Services
™ Pillar 4:

Figure 1: Integrated ICT Governance Framework Model

Figure 1 presents the proposed Integrated
ICT Governance Framework Model. It visualizes a
systems-oriented approach where five core pillars

operate not in isolation, but as a dynamically
reinforcing ecosystem. Each pillar is connected to all
others via bidirectional arrows, symbolizing
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continuous feedback, mutual dependency, and
holistic alignment. The collective output of these
governed interactions is the achievement of the
central objective:

Fraud-Resilient Public Finance and Enhanced

Accountability.
The pillars are defined as follows:
1. Pillar 1: Strategic Alignment &

Leadership: This is the directive core of the
framework. It ensures all ICT investments
and capabilities are derived from and
directly support overarching public financial
management (PFM) and anti-corruption
objectives. It provides the executive
mandate, strategic roadmaps, and
architectural blueprints.

2. Pillar 2: Policy, Compliance & Risk
Management: This pillar establishes the
"rules of the road." It provides the unified
policies, control objectives, standards, and
integrated risk management processes that
mitigate ICT-related threats to financial
integrity and ensure regulatory compliance.

3. Pillar 3: Integrated Data Architecture &
Shared Services: This is the
foundational technical enabler. It focuses on
breaking down data silos to create a unified,
high-quality, and secure data foundation. It
enables shared services like centralized
analytics and Al for real-time intelligence,
which are critical for proactive fraud

detection.
4. Pillar 4: Managed Services & Human
Capital: This pillar

addresses operational and human enablers.
It ensures the reliable, efficient delivery of IT
services through disciplined service
management while simultaneously building
the specialized human competencies and
ethical guidelines needed to leverage
technology effectively.

5. Pillar 5: Performance Measurement &
Assurance: This pillar closes the loop,
providing the mechanisms for evaluation
and continuous improvement. It defines
outcome-focused metrics (e.g, fraud
detection rates), coordinates independent
assurance activities, and institutionalizes
learning from incidents to enhance overall
resilience over time.

The model underscores the paper's core
argument: technological systems like TSA, GIFMIS,
and IPPIS achieve their full potential only when
embedded within such a governed, interconnected
structure. It is this architecture that enables the
effective and ethical deployment of advanced
technologies (like Al for predictive analytics) to

transform Nigeria's public financial management
from reactive compliance to proactive intelligence.

6. IMPLEMENTATION ROADMAP AND

CHANGE MANAGEMENT
6.1 Phased Implementation Approach
Given the complexity and scale of transformation, a
phased, incremental implementation is
recommended:
Phase 1: Foundation (Months 1-12)
e Establish the PF-ICTGC and secure executive
mandate
e Develop and socialize the unified policy
manual
e (Conduct current state assessment and
maturity benchmarking
e Launch pilot data integration project
between two high-risk MDAs

Phase 2: Build & Pilot (Months 13-30)

e Stand up the Centralized Analytics &
Intelligence Unit (CAIU) with initial focused
capabilities

e Implement F-ITSM processes for critical
financial systems

o Deploy first-generation analytics for priority
risk areas (e.g., procurement, payroll)

e Establish initial competency framework and
training programs

Phase 3: Scale & Integrate (Months 31-48)

e Expand data lake to include all federal MDAs

e Scale advanced analytics and Al capabilities
across major risk domains

e Fully implement the
measurement framework

e Extend governance model to state-level
financial systems

performance

Phase 4: Optimize & Innovate (Months 49-60+)

e Continuous refinement based on
performance data

e Integration with emerging technologies
(blockchain, advanced Al)

e Expansion to sub-national governments and
parastatals

e Establishment as regional center of
excellence

6.2 (Critical Success Factors and Change
Management

Successful implementation depends on several non-
technical factors:

Executive Sponsorship and Political Will:

Sustained commitment from the highest
levels of government is essential to overcome
bureaucratic resistance and secure necessary
resources.

© 2026: Global Academic Journal’s Research Consortium (GAJRC)

24



Temitayo Oluwaseun Jejeniwa & Latifat Adetoro, Glob Acad ] Econ Buss; Vol-8, Iss-1 (Nov-Dec 2026): 18-27

Stakeholder Engagement and Ownership:

Early and continuous engagement with all
stakeholders, including MDAs, oversight bodies, civil
society, and development partners, builds ownership
and mitigates resistance.

Capacity Development Strategy: A deliberate "grow
and import" talent strategy combining targeted
recruitment with extensive upskilling of existing
staff.

Incentive  Alignment: Modifying  performance
management systems to reward fraud prevention
behaviors and collaboration across organizational
boundaries.

Philanthropic and Development Partner Support:
Strategic partnerships can provide technical

assistance, seed funding, and international best

practices while maintaining national ownership.

7. DISCUSSION: THEORETICAL AND
PRACTICAL IMPLICATIONS

7.1 Advancing Public Financial Management
Theory

This framework contributes to theoretical
discourse by integrating three traditionally separate
domains: public financial management, ICT
governance, and institutional theory. It moves
beyond the conventional view of technology as an
exogenous input to conceptualize it as an endogenous
component of governance architecture. This aligns
with recent institutional work emphasizing the co-
evolution of technology and governance structures in
developing economies (Bharosa et al,, 2021).

The framework also extends Fountain's
(2001) technology enactment theory by providing
specific structural mechanisms through which
institutional arrangements can be deliberately
designed to shape technological outcomes toward
public value creation. Rather than viewing
technology as inevitably constrained by existing
institutions, it demonstrates how governance
structures can be proactively engineered to leverage
technology for institutional strengthening.

7.2 Practical Implications for Policy and Practice

For Nigerian policymakers, this framework
provides an actionable roadmap that addresses the
implementation gaps in existing digital initiatives. It
moves the conversation from "what systems to
implement" to "how to govern systems for maximum
impact." Specifically, it addresses the recurring
challenge of sustainability in donor-funded ICT
projects by building endogenous governance
capabilities rather than dependence on external
technical assistance.

For implementing agencies, the framework
offers practical guidance on organizational design,
process implementation, and capability
development. It provides a structured approach to
breaking down silos between financial, internal audit,
and ICT functions, a perennial challenge in public
sector organizations worldwide.

7.3 Potential Challenges and Mitigation Strategies
Several implementation challenges warrant
consideration:

Resource Constraints:

The initial investment required is
substantial, particularly for establishing the CAIU and
data infrastructure. A phased approach focusing on
high-value, high-risk areas first can demonstrate
quick wins that justify further investment. Public-
private partnerships and innovative financing
mechanisms could also be explored.

Bureaucratic Resistance:

Entrenched interests may resist increased
transparency and centralized controls. Strong
executive sponsorship, combined with clear
communication of benefits and inclusive design
processes, can mitigate this resistance.

Capacity Gaps:

The shortage of professionals with combined
financial and technical expertise represents a
significant constraint. A multi-pronged strategy
involving academia (curriculum development),
private sector secondments, and targeted
international training is necessary.

Evolving Threat Landscape: Fraud techniques will
continue to evolve. The framework's emphasis on
continuous monitoring, threat intelligence, and
adaptive controls is designed specifically to address
this challenge.

8. CONCLUSION AND RECOMMENDATIONS

Nigeria's journey toward fraud-resilient
public finance requires a fundamental paradigm shift:
from implementing digital tools to governing digital
capabilities. This paper has argued that achieving this
shift demands an Integrated ICT Governance
Framework that strategically aligns technology
investments with financial integrity objectives,
establishes robust policies and controls, creates
unified data foundations, builds organizational
capabilities, and implements rigorous performance
measurement.

The proposed framework represents more
than an academic exercise; it offers a practical
blueprint for transforming how Nigeria manages
public resources in the digital age. By moving beyond
digitalization to integrated governance, Nigeria can
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transition from reactive fraud detection to proactive
prevention, from system silos to intelligent
integration, and from technological investment to
measurable value creation.

Specific recommendations include:

1.

o

Immediate Actions (0-6 Months):

Presidential directive establishing the Public
Finance ICT Governance Council

Formation of a technical working group to
develop the unified policy manual

Initiation of a pilot data integration project
between the Ministry of Finance and a high-
spending MDA

Medium-Term Initiatives (6-24 Months):
Legislative action to provide a statutory basis for
the governance framework

Establishment of the Centralized Analytics &
Intelligence Unit through a public-private
partnership model

Development and implementation of the
specialized capacity building framework

Long-Term
Months):
Full implementation across federal government
MDAs

Extension to state and local government financial
systems

Establishment of Nigeria as a regional center of
excellence in public finance technology
governance

Institutionalization (24-60

The imperative for action is clear. Each year

of delayed implementation represents billions in lost
public resources and eroded citizen trust. By building
an integrated ICT governance framework for fraud-
resilient public finance, Nigeria can transform its
greatest governance challenge into a demonstration
of innovative leadership in the digital age.
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